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INFORMACIJE O PRIKUPLJANJU PODATAKA ZA CASH2GO KREDIT

U skladu s Uredbom (EU) 2016/679 Europskog parlamenta i Vije¢a od 27. travnja 2016. o zastiti pojedinaca u vezi s obradom osobnih
podataka i o slobodnom kretanju takvih podataka (u daljnjem tekstu: Uredba) OTP banka d.d. (u daljnjem tekstu: Banka) u nastavku
pruza informacije o obradi Vasih osobnih podataka kako slijedi:

1. Osobne podatke prikupljene putem aplikacije odnosno navedene u Zahtjevu za kredit:

a) Imeiprezime, OIB, visinu, valutu te rok trazenog kredita, broj i mjesto izdavanja identifikacijske isprave, datum isteka osobne
iskaznice, datum rodenja, ulica i kuéni broj, postanski broj, mjesto, op¢ina/grad, Zupanija, e-mail, broj mobilnog telefona,
bra¢no stanje, broj ¢lanova kuéanstva, broj uzdrzavanih osoba, stanovanje, vasa stru¢na sprema, status zaposlenja, naziv, OIB i
MB poslodavca, vrsta poslodavca, datum prvog zaposlenja, iznos prosje¢ne neto primanja za protekla 3 mjeseca, iznos
alimentacije, postoje¢e obveze po kreditima podnositelja Zahtjeva — vrsta kredita, ulogu u navedenim kreditima, ukupan
iznos kredita te iznos mjese¢nih obveza odnosno ukupan iznos obveza u proteklih 60 dana, Banka prikuplja i obraduje kao
obvezne podatke u svrhu identifikacije i odnosno radi procjene kreditne sposobnosti klijenta u svrhu izvrSenja ugovora o
kreditu te poduzimanja ostalih radnji povezanih sa sklapanjem ugovora i ispunjenjem ugovornih obveza, praéenje urednosti
kreditnog plasmana, prisilne naplate plasmana u slu¢aju neurednosti kreditnog odnosa, kao i eventualne prodaje neurednog
kreditnog plasmana a sve u svrhu izvrSavanja ugovornog odnosa s ispitanikom/klijentom, a sukladno pravnim osnovama
kao Sto su: Zakon o kreditnim institucijama, Zakon o potrosackom kreditiranju, OvrSni zakon, Zakon o zemljiSnim knjigama te
pripadaju¢im podzakonskim propisima.

b) Ime i prezime, OIB, e-mail, broj mobilnog telefona, datum isteka i izdavatelj identifikacijskog dokumenta Banka prikuplja i
obraduje kao obvezne podatke u svrhu izdavanja jednokratnog certifikata u svrhu provodenja potpisivanja ugovora o kreditu
primjenom kvalificiranog elektroni¢kog potpisa. Kako bi Vam pruzili certifikat kvalificiranog elektronic¢kog potpisa za jednokratnu
upotrebu koji Vam omogucuje elektroni¢ko potpisivanje ugovora, Banka razmjenjuje Vase podatke s Namirial SpA drustvom
koje je kvalificirani pruzatelj usluga povjerenja prema Uredbi EU br. 910/2014 Europskog parlamenta i Vije¢a od 23. srpnja
2014. o elektronickoj identifikaciji i uslugama povjerenja za elektroniCke transakcije na unutarnjem trzistu i ukidanju Direktive
1999/93/EZ (elDAS Uredba), a temeljem legitimnog interesa kao pravne osnove sukladno Opcoj Uredbi o zastiti podataka
(€l. 6 st.1toc. f) i Zakona o potroSackom kreditiranju.

Posljedica uskrate davanja predmetnih podataka jest nemogucnost uspostave poslovnog odnosa.

U ovom slu€aju odnosno prilikom odobrenja Cash2go kredita Banka primjenjuje automatizirano pojedinacno donoSenje odluka, koje
je nuzno za sklapanje ili izvrSenje ugovora, a na temelju Vaseg zahtjeva za Cash2go kredit.

lako je u ovom slu€aju rije€ o donoSenju odluke iskljuCivo automatiziranim putem, bez ljudske intervencije, donesena odluka ne
proizvodi pravne ucinke koji se odnose na Vas ili na sli¢an zna¢ajan nacin utjeCu na Vas obzirom da uvijek imate i moguc¢nost ugovoriti
kredite iz ostale ponude Banke (uklju€ujuci i ovaj proizvod po istim uvjetima) dolaskom u poslovnicu Banke, a bez primjene
automatiziranog odlucivanja.

Takoder, molimo naznacite da je Banka poduzela sve potrebne mjere sukladno Opcoj uredbi o zastiti podataka ukoliko bi se Vasi
podaci prenosili u trece zemlje, a vezano za definiranu uslugu odrzavanja i podrSke dobavlja¢a s kojim Banka ima ugovorenu
suradnju, a sve u cilju osiguranja primjerene razine zastite Vasih osobnih podataka.

Nadalje, zelimo Vas obavijestiti kako Banka temeljem legitimnog interesa vrsi i sljedece obrade:

a) Obradu podataka koja ima za svrhu zastitu osoba, imovine, radnog okruzenja te postizanje sigurnosti svih osoba u
poslovnim prostorima Banke te kod vanjskih bankomata, uklju€ujuci video nadzor i evidenciju posjetitelja.

b) Obradu podataka koja ima za svrhu sprijeciti i istraziti prijevaru ili druga kaznena djela te sve vrste zlouporaba bancinih
usluga.

¢) Obradu podataka koja ima za svrhu transparentnost, dokazivost i zastitu potroSaca, Sto se takoder odnosi i na audio zapis.

d) Obradu podataka u svrhu detektiranja vjerojatnih buducih poteSkoca klijenata kako bi se sprijeila kaSnjenja u izvr§avanju
financijskih obveza, a s ciljem pravovremene i preventivne reakcije.

e) Obradu podataka koja ukljuCuje prijenos podataka klijenata trecoj strani u svrhu pruzanja usluge izdavanja certifikata u
skladu sa relevantnim regulativama i standardima u podrucju primjene elektroni¢kog potpisa i sigurnosti podataka, u procesu
odobrenja kredita online.

f) Obradu kontakt podataka u svrhu prijenosa bitnih informacija iz poslovnog odnosa primjerice u slu€aju nedostupnosti
sustava, gubitka kartice, pokusaja zloupotrebe kartice ili racuna klijenta, u slu€aju bilo kakvih reklamacija, u svrhu postizanja
dogovora o podmiri dospjelih potrazivanja, itd.

g) Obradu podataka kojaima za svrhu detaljnu analizu kreditne izlozenosti, ukljucujuci zajedni¢ku kreditnu izlozenost klijenta i osobe
s kojom je u bra¢noj zajednici, a u odnosu na Banku, te obrada povezanu sa zahtjevima klijenata s poviSenim indikatorom
rizika, s ciliem smanjivanja nastanka financijskog gubitka, odnosno smanjenja potencijalnog operativnog, reputacijskog i
kreditnog rizika kako bi se unaprijedila dugorocna kvaliteta kreditnog portfelja.

h) Obradu javno dostupnih podataka kako bi se poduzele aktivnosti naplate dugovanja.

i)  Obradu podataka koja se odnosi na segmentaciju klijenata u svrhu ponude proizvoda i usluga postojec¢im klijentima na
prodajnom mjestu Banke, kroz bancine servisne kanale ili dolazeée pozive.

j)  Obradu podataka koja ima za svrhu direktni marketing, kada se ponuda odnosi na iste i istovrsne proizvode i usluge Banke
koje ispitanici vec koriste, a za koje Banka smatra da su bolje prilagodeni potrebama nekih kategorija klijenata ili namijenjeni
lak§em pristupu ili upravljanju proizvodom/uslugom, u mjeri u kojoj se ispitanici ne usprotive ovoj obradi.

k) Obradu sluzbenih kontakt podataka fizickih osoba koje obavljaju poslove unutar poslovnih subjekata (Bancinih
klijenata/potencijalnih klijenata) u svrhu direktnog marketinga koji moze ukljucivati i provodenje anketa, upitnika i sl.

I)  Oglasavanje javnih drazbi unutar kojih se navodi poveznica na sluzbene stranice FINA-e.



m) Obradu podataka o koriStenju poslovnica Banke, podatke o transakcijama kod koriStenja POS uredaja, ukljucivo lokaciju
POS uredaja, iznose i broj transakcija, podatke o podizanju gotovine na bankomatima, ukljuujuéi ukupan iznos, lokaciju i broj
podizanja, podatke o placanju usluga, uklju€ujuci nacin placanja, ukupno placeni iznos i broj transakcija, podatke o polozenim
depozitima, dolaznim i odlaznim transferima, podatke o razlozima koristenja ili nekoristenja ponudenih proizvoda Banke. Svrha
obrade podataka je uspostava naprednog sustava analiziranja podataka klijenata s ciliem segmentiranja klijenata radi boljeg
prilagodavanja cjenovne kategorije pojedinih Bancinih proizvoda i usluga. Podatke obradujemo temeljem legitimnog interesa
Banke za unaprjedenjem nasih proizvoda i usluga. Obrada navedenih podataka omogucuje
nam da bolje razumijemo klijentove financijske potrebe i navike te da ponudimo proizvode i usluge s cjenovnim uvjetima
prilagodenima klijentovim potrebama.

n) Obradu odnosno dostavu kontakt podataka duznika kupcu potraZivanja u svrhu uspostave komunikacije s duznikom
odnosno optimizacije procesa naplate.

0) Obradu podataka putem nuznih (tehnickih) koladi¢a radi pruZanja najbolie moguée usluge i korisnickog iskustva posjetitelja
internetske stranice OTP banke d.d.

Takoder, u nastavku Vam Banka pruza slijede¢e informacije o obradi Vasih osobnih podataka:

»  Voditelj obrade Vasih osobnih podataka je Banka sa sljede¢im kontakt podacima: OTP banka d.d., Domovinskog rata 61,
21000 Split, OIB:52508873833, info telefonski broj 0800 210021, adresa elektroni¢ke poste: info@otpbanka.hr;
»  Kontaktni podaci Sluzbenika za zastitu podataka OTP banke d.d. je: Domovinskog rata 61, 21000 Split, email adresa: _zastita-
osobnih-podataka@otpbanka.hr
e Vasa prava sukladno Opcoj uredbi o zastiti podataka su sljedeca:
- pravo na pristup osobnim podacima te detaljnim informacijama o tome kako se Vasi osobni podaci obraduju
pravo na ispravak podataka
pravo na brisanje (pravo na zaborav) osobnih podataka
pravo na ograni¢enje obrade osobnih podataka
pravo na prenosivost osobnih podataka
pravo na prigovor obradi osobnih podataka (ukljuCujuci pravo na prigovor obradi temeljem legitimnog interesa)
pravo na prigovor automatiziranom pojedinacnom donosenju odluka, uklju€ujuéi izradu profila

- pravo na prituzbu ovlaStenom nadzornom tijelu u Republici Hrvatskoj, Agenciji za zastitu osobnih podataka, Ulica
grada Vukovara 54, 10 000 Zagreb

Svi osobni podaci klijenta smatraju se bankovnom tajnom i sluze isklju€ivo za potrebe Banke, a izuzeée od Cuvanja bankovne tajne iz €l.
157. st. 3. Zakona o kreditnim institucijama odnosi se na sljedece slucajeve:

1) ako se Klijent usuglasi da se odredeni povjerljivi podaci mogu priopciti drugoj fiziCkoj ifili pravnoj osobi, pod uvjetom da je suglasnost
dokaziva. Ako povjerljivi podaci obuhvacéaju osobne podatke, suglasnost mora biti dana u skladu s propisima kojima se ureduje
zastita osobnih podataka

2) ako to omogucuje ostvarenje interesa kreditne institucije za prodaju potrazivanja klijenta

3) ako se povjerljivi podaci priop¢avaju Hrvatskoj narodnoj banci, Financijskom inspektoratu Republike Hrvatske ili drugom
nadzornom tijelu za potrebe supervizije ili nadzora, a u okvirima njihove nadleznosti

4) ako se povjerljivi podaci razmjenjuju unutar grupe kreditnih institucija radi upravljanja rizicima

5) ako se povijerljivi podaci o klijentu priop¢avaju izravno drugoj kreditnoj instituciji u skladu s ¢lankom 321. ovoga Zakona

5.a) ako se povjerljivi podaci o Klijentu priop¢avaju izravno drugoj kreditnoj instituciji i/ili financijskoj instituciji ili se priop¢avaju pravnoj
osobi koja prikuplja i razmjenjuje podatke izmedu kreditnih i/ili financijskih institucija, a podaci su potrebni za procjenu kreditne
sposobnosti klijenta ili upravljanje kreditnim rizikom

6) ako se povjerljivi podaci o klijentima koji nisu ispunili svoju dospjelu obvezu u roku priopavaju pravnoj osobi koja prik uplja i
razmjenjuje ove podatke izmedu kreditnih i/ili financijskih institucija

7) ako je priopéavanje povjerljivih podataka nuzno za prikupljanje i utvrdivanje €injenica u kaznenom postupku i postupku koji mu
prethodi, pod uvjetom dato pisano zatrazi ili nalozi nadlezni sud

8) ako je priop¢avanje povjerljivih podataka potrebno za provedbu ovrhe ili ste¢aja nad imovinom klijenta, ostavinskog ili drugog
imovinskopravnog postupka, a to pisano zatrazi ili nalozi nadlezni sud ili javni biljeznik u obavljanju poslova koji su im povjereni na
temelju zakona

9) ako interesi ili obveze kreditne institucije ili klijenta zahtijevaju priopéavanje povjerljivin podataka u svrhu razjasnjenja medusobnog
pravnog odnosa izmedu kreditne institucije i klijenta u sudskom postupku, arbitraznom postupku ili postupku mirenja

10) ako se povjerljivi podaci priop¢avaju Uredu za sprjeCavanje pranja novca, a na temelju zakona kojim se regulira sprjeCava nje
pranja novca i financiranje terorizma

11) ako se povjerljivi podaci priop¢avaju Uredu za suzbijanje korupcije i organiziranoga kriminala, a na temelju zakona kojim se
regulira suzbijanje korupcije i organiziranog kriminala

12) ako su povijerljivi podaci potrebni poreznim tijelima (Poreznoj i Carinskoj upravi) u postupku koji ona provode u okviru svojih
zakonskih ovlasti, a priop¢avaju se na njihov pisani zahtjev

13) ako se povjerljivi podaci priopcavaju za potrebe Hrvatske agencije za osiguranje depozita, a na temelju zakona kojim se regulira
osiguranje depozita

14) ako je iz stanja racuna vidljiva nesposobnost za plac¢anje, a izdavanje potvrde trazi se radi dokazivanja postojanja ste¢ajnog
razloga

15) ako je rije¢ o odavanju podataka drustvima za osiguranje u postupku osiguranja potraZivanja kreditne institucije

16) ako je rije¢ o odavanju podataka pri sklapanju pravnih poslova koji imaju uc¢inak osiguranja potrazivanja kreditne institucije kao $to
su kreditni izvedeni instrumenti, bankarsko jamstvo i drugi sli¢ni poslovi

17) ako je rijeC o odavanju podataka, uz pisanu suglasnost uprave kreditne institucije, imatelju kvalificiranog udjela te kreditne
institucije, osobi koja namjerava steci kvalificirani udio u toj kreditnoj instituciji, osobi kojoj se pripaja ili s kojom se spaja kreditna
institucija, pravnoj osobi koja namjerava preuzeti kreditnu instituciju kao i revizorima, pravnim i drugim strué¢nim osobama ovlastenima
od imatelja kvalificiranog udjela ili potencijalnog imatelja
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18) ako je rije¢ o odavanju podataka koji su nuzni za provedbu aktivnosti kreditne institucije, a koje su predmet eksternalizacije, ako se
podaci otkrivaju pruzateljima eksternalizacije

19) ako kreditna institucija koja pruza usluge pohrane i administriranja financijskih instrumenata za racun klijenata, ukljucujuéi poslove
skrbnistva, dostavi kreditnoj instituciji koja je izdavatelj nematerijaliziranih vrijednosnih papira na njezin zahtjev podatke o imatelju tih
vrijednosnih papira

20) ako se povjerljivi podaci na temelju pisanog zahtjeva priopéavaju centrima za socijalnu skrb u okviru njihovih zakonskih ovlasti, a
za potrebe poduzimanja mjera radi zastite prava djece (osoba mladih od 18 godina) i osoba pod skrbnistvom

21) ako to pisanim putem zatrazi nadlezno drzavno odvjetnistvo ili Ured europskog javnog tuzitelja ili ako Drzavno odvjetnistvo
Republike Hrvatske pisanim putem nalozi Ministarstvu unutarnjin poslova prikupljanje podataka u predistraznom postupku

22) ako se povjerljivi podaci priop¢avaju suduzniku, zaloZnom duzniku, jamcu ili drugom sudioniku kreditnog odnosa, i to samo podaci o tom
kreditnom odnosu

23) ako se povijerljivi podaci priopavaju ha pisani zahtjev osobi koja je pogreSno uplatila nov€ana sredstva na ra¢un klijenta kreditne
institucije, i to samo podaci koji su potrebni u svrhu pokretanja sudskog postupka radi povrata pogresno uplac¢enih novéanih sredstava
24) ako se povjerljivi podaci priopéavaju sanacijskim tijelima i Ministarstvu financija u vezi s provedbom Zakona o sanaciji kreditni h
institucija i investicijskih drustava

24.a) ako se povijerljivi podaci priopéavaju Jedinstvenom sanacijskom odboru u skladu s Uredbom (EU) br. 806/2014 i

25) ako je to propisano drugim zakonima.

Banka je duzna sukladno Zakonu o kreditnim institucijama podatke Cuvati najmanje 11 godina nakon isteka godine u kojoj je poslovni
odnos prestao.

Ostale informacije o obradi Vasih osobnih podataka u skladu s Opéom uredbom o zastiti podataka (EU 2016/679), navedene su u
Politici o zastiti podataka koja je dostupna na Internet stranici Banke www.otpbanka.hr i u poslovnici Banke, na Vas zahtjev.

2. Informacije o obradi osobnih podataka u osnovhom sustavu registra izmedu kreditnih i financijskih institucija

U skladu s Uredbom (EU) 2016/679 Europskog parlamenta i Vije¢a od 27. travnja 2016. o zastiti pojedinaca u vezi s obradom osobnih
podataka i 0 slobodnom kretanju takvih podataka (dalje u tekstu: Uredba) dajemo Vam ove informacije kako bismo Vas upoznali s
mogucéom obradom Vasih podataka u Osnovnom sustavu registra (u daljnjem tekstu: OSR sustav).

OSR sustav je sustav obrade i razmjene podataka o klijentima izmedu kreditnih i financijskih institucija kao korisnika OSR sustava (u
daljnjem tekstu: korisnici) posredstvom Hroka za potrebe procjene kreditne sposobnosti i/ili upravljanja kreditnim rizikom.

U smislu Uredbe, korisnici su i pojedinacni i zajednicki voditelji obrade u OSR sustavu, a drustvo Hrvatski registar obveza po kreditima
d.o.o. Zagreb, Ulica Filipa Vukasovi¢a 1 (u ovom tekstu: Hrok) je, ovisno o situaciji, njihov pojedinacni ili zajednicki izvrSitelj obrade.

U skladu s ¢lancima 13. i 14. Uredbe, ovime Vas, kao svog klijenta u svojstvu duznika, suduznika i/ili jamca, obavjeStavamo da mi,
kao jedan od korisnika OSR sustava, obradujemo Vase osobne podatke u OSR sustavu ako prema nama imate, ili ste imali, nov€anu
obvezu (kao $to je primjerice kredit, prekoracenje po racunu, dugovanje po kartici ili ugovor o leasingu, itd.). Vase podatke, ukljucujudi
i osobne podatke, obradujemo u OSR sustavu na nacin da ¢emo razmjenjivati podatke o Vasim nov€anim obvezama s drugim
sudionicima ORS sustava.

Svrhe obrade i pravna osnova za obradu

Svrha obrade i razmjene Vasih osobnih podataka u OSR sustavu izmedu kreditnih i financijskih institucija kao korisnika OSR sustava
jest procjena Vase kreditne sposobnosti i/ili upravljanje nasim kreditnim rizikom prema Vama u slu€aju kada ste nas klijent ili kada to
namjeravate biti.

Razmjena Vasih podataka u OSR sustavu:

a) izmedu kreditnih institucija (banaka, Stednih banaka i stambenih Stedionica) temelji se na postovanju pravne obveze (u skladu s
¢l. 6. st. 1. to€. c) Uredbe) sadrzane u ¢l. 321. Zakona o kreditnim institucijama kojim je uredena obveza razmjene podataka i
informacija o klijentima izmedu kreditnih institucija za potrebe procjene kreditne sposobnosti i/ili upravljanja kreditnim rizikom i

b) izmedu kreditnih i financijskih institucija te financijskih institucija medusobno temelji se na naSem legitimnom interesu, kao i
legitimnom interesu svih korisnika (u skladu s ¢€l. 6. st. 1. to€. f) Uredbe) da procjenjujemo kreditnu sposobnosti klijenata
(sposobnost klijenata za urednu otplatu obveze) kako bismo smanjili i/ili izbjegli rizik loSih plasmana i prezaduzenosti klijenata te
upravljali kreditnim rizicima u odnosu na svoje klijente, §to je jedna od regulatornih obveza korisnika.

Koji se Vasi podatci obraduju u OSR sustavu?

U OSR sustavu obraduju se i razmjenjuju sljedece kategorije Vasih podataka:
- identifikacijski podatci i
- podaci o postoje¢im, podmirenim ili na drugi nacin zatvorenim obvezama

Identifikacijski podatci su:
= OlIBiimeiprezime
= OIB, naziv i mati¢ni broj poslovnog subjekta (ako obavljate poslovnu djelatnost)

Podaci o postoje¢im, podmirenim ili na drugi nacin zatvorenim obvezama (nov€ane obveze) su:
= yrsta obveze,
=  ukupan iznos obveze,
= svojstvo u kojemu sudjelujete u obvezi (duznik, suduznik i/ili jamac)
= iznos i periodi¢nost anuiteta/rate/obroka,
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urednost u podmirivanju obveza,

broj dospjelih, a neplacenih obveza,

iznos dospjelih, a neplaéenih obveza

broj dana u zakaSnjenju ispunjenja obveza.

Kako, zasto i kada se obraduju Vasi podaci u OSR sustavu?

Vasi podaci obraduju se dostavom i pohranom podataka u OSR sustavu te razmjenom tih podataka izmedu korisnika OSR sustava
na zahtjev pojedinog korisnika u slu¢ajevima kada procjenjuje kreditnu sposobnost i/ili upravlja kreditnim rizikom.

Radi toga mi, kao i ostali korisnici OSR sustava, jednom mjese¢no dostavljamo aZurirane osobne podatke o nasim klijentima u OSR
sustav.

Zahtjev za razmjenu mozemo postaviti mi, kao i drugi korisnici, kada procjenjujemo ili drugi korisnik procjenjuje Vasu kreditnu
sposobnost i/ili upravljamo ili drugi korisnik upravlja kreditnim rizikom prema Vama. Na temelju postavljenog zahtjeva razmjenjuju se
i objedinjavaju svi podatci o Vasim novéanim obvezama koji su pohranjeni u OSR sustavu u trenutku postavljanja zahtjeva i sastavlja
se OSR izvjestaj o podacima sadrzanim u OSR sustavu.

Ako u OSR sustavu ne postoje podatci o Vasim nov€anim obvezama, umjesto izvjestaja izraduje se obavijest o tome da za Vas nema
takvih podataka u OSR sustavu.

Kakav je utjecaj obrade podataka u OSR sustavu na Vas?

Sadrzaj izvjestaja sastavljenog na temelju razmjene podataka o Vasim nov€anim obvezama u OSR sustavu moze imati utjecaj na
nase poslovne odluke koje se tiCu Vas, kako one za koje je vazna Va$a kreditna sposobnost, tako i one koje donosimo u vezi s
upravljanjem kreditnim rizikom prema Vama.

Koliko dugo €uvamo Vase osobne podatke?

U OSR sustavu Cuvaju se i razmjenjuju podatci o Vasim nov€anim obvezama koji su stari najvise 4 (Cetiri) godine. Nakon $to je Vasa
novCana obveza u potpunosti podmirena ili na drugi nacin zatvorena, Vasi podaci se Cuvaju jos najviSe 4 (Cetiri) godine od dana kada
je nov€ana obveza u potpunosti podmirena ili na drugi nacin zatvorena.

Tko su primatelji Vasih osobnih podataka?

Primatelji podataka iz OSR sustava su samo korisnici OSR sustava, i to samo oni koji su postavili zahtjev za razmjenu podataka i na
temelju toga dobili izvjeStaj s podatcima o Vasim nov€anim obvezama ili obavijest da se u OSR sustavu ne nalaze podatci o VaSim
nov¢anim obvezama. Posredno, primatelj je i Hrok kao izvrSitelj obrade u OSR sustavu.

Aktualni popis korisnika OSR sustava objavljen je na stranici www.hrok.hr/osr-korisnici.

Vasa prava

U slucaju obrade Vasih podataka u OSR sustavu, imate pravo od nas kao voditelja obrade zatraziti ostvarenje sljedecih prava:
a) Pravo na pristup osobnim podacima

Vezano uz podatke koji se obraduju u OSR sustavu, mozete zatraziti potvrdu obraduju li se Vasi osobni podaci te kopiju osobnih
podataka u slu¢aju da se podaci obraduju.

b) Pravo naispravak

U slu€aju da smatrate da podaci koji se obraduju u OSR sustavu nisu to¢ni ili potpuni, mozete zatraziti ispravak, odnosno dopunu
podataka.

c) Pravo na brisanje (,,pravo na zaborav®)

Pravo na brisanje osobnih podataka mozete ostvariti ako je ispunjen jedan od sljedecih uvjeta:
= osobni podaci viSe nisu nuzni u odnosu na svrhe za koje su prikupljeni ili na drugi nacin obradeni;
= ulozili ste prigovor na obradu, a Vasi legitimni razlozi za brisanje nadilaze na$ legitimni interes za obradu (i legitimni interes
drugih korisnika);
= osobni podaci nisu zakonito obradeni ili se osobni podaci moraju brisati radi poStovanja pravne obveze.

Pravo na brisanje u skladu s Uredbom ne primjenjuje se, iako je ispunjen jedan od gore navedenih uvjeta, ako je obrada nuzna radi
ostvarivanja prava na slobodu izrazavanja i informiranja; radi poStovanja pravne obveze kojom se zahtijeva obrada u pravu Unije ili
pravu drzave Clanice kojem podlijeze korisnik ili za izvr§avanje zadace od javnog interesa ili pri izvrSavanju sluzbene ovlasti korisnika;
u svrhe arhiviranja u javnhom interesu, u svrhe znanstvenog ili povijesnog istrazivanja ili u statistiCke svrhe u skladu s propisima,; radi
postavljanja, ostvarivanja ili obrane pravnih zahtjeva.

d) Pravo na ograni€enje obrade

Pravo na ograni¢enje obrade mozete ostvariti ako je ispunjen jedan od sljedecih uvjeta:
=  osporavate to¢nost osobnih podataka, na razdoblje kojim se korisniku omogucuje provjera to€nosti osobnih podataka;
= obrada nije zakonita i protivite se brisanju osobnih podataka te umjesto toga trazite ogranienje njihove uporabe;
=  korisnik viSe ne treba osobne podatke za potrebe obrade, ali ih trazite radi postavljanja, ostvarivanja ili obrane pravnih
zahtjeva;
= ulozili ste prigovor na obradu na temelju ¢lanka 21. stavka 1. Uredbe oCekujuéi potvrdu nadilaze li legitimni razlozi korisnika
Vase razloge.


http://www.hrok.hr/osr-korisnici

e) Pravo na prigovor

U onom dijelu u kojem se Vasi osobni podatci obraduju i razmjenjuju u OSR sustavu na temelju legitimnog interesa, mozZete na
temelju ¢lanka 21. stavka 1. Uredbe u svakom trenutku uloZiti prigovor na takvu obradu Va$ih osobnih podataka na temelju svoje
posebne situacije koja bi nadilazila na$ legitimni interes za obradu Vasih podataka u OSR sustavu i legitimni interes drugih korisnika
za obradu tih podataka.

Napominjemo da Vas prigovor na obradu i razmjenu Vasih podataka u OSR sustavu na temelju legitimnog interesa nema utjecaj na
obradu i razmjenu Vasih podataka u OSR sustavu u onom dijelu u kojem se ta obrada i razmjena temelji na postovanju pravne obveze
koju kreditne institucije imaju prema ¢&l. 321. Zakona o kreditnim institucijama s obzirom na to da se radi o obradi i razmjeni podataka
radi poStovanja pravne obveze u skladu s ¢l. 6. st. 1. to¢. c) Uredbe.

Dodatno, svaka osoba ¢&iji se osobni podatci obraduju u OSR sustavu, ima pravo podnijeti prigovor na obradu svojih osobnih podataka
nadzornom tijelu, odnosno Agenciji za zastitu osobnih podataka.

Vazno: Molimo da prilikom podno$enja zahtjeva za ostvarenje Vasih prava na zahtjevu navedete Vas OIB, ime i prezime, odnosno
naziv poslovne djelatnosti i mati¢ni broj poslovnog subjekta.

Gore navedena prava moZete ostvariti podnoSenjem zahtjeva kojim ¢e se osigurati nedvojbena identifikacija Vas kao klijenta, u
pisanom obliku osobno ili po opunomoceniku u svakoj poslovnici korisnika, odnosno mozete poslati poStom na adresu OTP banke
d.d., Domovinskog rata 61, 271000 Split ili putem elektronicke poSte na adresu info@otpbanka.hr.

Dodatno, zahtjev za ostvarivanje prava pristupa osobnim podacima mozete podnijeti pisanim putem na adresu Hrok d.o.o. Ulica Filipa
Vukasovic¢a 1, 10000 Zagreb, pod uvjetom da taj zahtjev sadrzi Va$ ovjereni potpis kod javnog biljeznika u Republici Hrvatskoj ili u
diplomatsko-konzularnom predstavnistvu Republike Hrvatske.

Ako imate pitanja ili primjedbe u vezi s obradom Vasih osobnih podataka u OSR sustavu, moZete se obratiti naSem sluzbeniku za
zaStitu podataka putem elektronicke poSte na adresu zastita-osobnih-podataka@otpbanka.hr ili pisanim putem na adresu OTP banka,
Domovinskog rata 61, 21000 Split.

Ostale informacije o obradi Vasih osobnih podataka u skladu s Uredbom, navedene su u Politici o zastiti podataka koja je dostupna
na Internet stranici Banke www.otpbanka.hr i u poslovnici Banke, na Vas zahtjev.

Svi osobni podaci Klijenta smatraju se bankovnom tajnom i sluze iskljucivo za potrebe Banke osim u slu¢ajevima navedenim u Zakonu o
kreditnim institucijama.
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